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Highlights

Gartner Magic Quadrant
Leader for both Netwak
Firewalls and SD-WAN.

Security-Driven
Networking with Fort:GS
delivers converged
networking and security

Unparaileled Performance
willh Fortinet’s patented
SoC processors

Enterprise Security
wilh consolidated Al {
Ml-powered FortiGuard
Services.

Simplified Operations
with centralized
management for
netwerking and security,

autcmation, deep analytics,

and self-healing.
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Converged Next-Generation Firewall (NGFW) and SD-WAN

The FortiGate Next-Generation Firewall 80F series is ideal for
building security-driven networks at distributed enterprise
sites and transforming WAN architecture at any scale.

With a rich set of Al/MI-based FortiGuard security services and our integrated Security Fabric
platform, the FortiGate FortiwiFi 80F series delivers coordinated, automated, end-to-end
threat protection across all use cases

FortiGate has e industry’s first integrated SD-WAN and zero-trust network access (ZTNA)
enforcement within an NGFW soluticn and is powered by one 0S. FortiGate FortiWik:

80F automatically cortrols, verifies, and facilitates user access to applications, delivering
consistency with a seamless and oplimized user experience

IPS NGFW Threat Protection Interfaces
Cihe
1.4 Gbps 1Ghps 900 Mbps Multiple GE RJ45 | Variants with PoE GBS ‘{;%
364G, WiF! and/orgtorage ...__ril"'
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FortiOS Everywhere

FortiOS, Fortinet's Advanced Operating System

FortiOS enahles the convergence of high performing networking and security across the
Fortinet Security Fabric. Because it can be deployed anywhere, it delivers consistent and
context-aware security posture across network, endpoint, and multi-cloud environments,

FortiOS powers all FertiGate deployments whether a physical or virtual device, as a
container, or as a cloud service. This universai deployment model enables the consolidation
of many technologies and use cases into organically built best-of-breed capabilities, unified
operating system, and ultra-scalability. The solution allows organizations 1o protect all edges,
simplify operations, and run their business withoul compromising performance or protection.
FortiOS dramatically expands the Fortinet Security Fabric’s ability to deliver advanced Al/ML-
powered services, inline advanced sandbox detection, integrated ZTNA enforcement, and
more. It provides protection across hybrid deployment models for hardware, software, and
Software-as-a-Service with SASE.

FortiOS expands visibility and control, ensures the consistent deployment and enforcement
of a simplified, single policy and management framework. Its security policies enable
centralized management across large-scale networks with the following key attributes:

* Interactive drill-down and topology viewers that display real-time status

« On-click remediation that provides accurate and quick protection against threats and abuses

» Unigue threat scere system correlates weighted threats with users 1o prioritize investigations

ntuitive easy 10 use view into the network and Visibility with FOS Application Signatures
endpoint vuinerabiiities

FortiConverter Service

FortiConverter Service provides hassle-free migration to help organizations transition from a
wide range of legacy firewalls to FortiGate Nexi-Generation Firewalls quickly and easily.

The service elim nates errors and redundancy by employing best practices with advanced
methodologies and automated processes. Organizations can accelerate their network protection
with the latest FertiOS technology.

00232 :
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Content

FortiGuard Services

FortiGuard Al-Powered Security

FortiGuard's rich suite of security services counter threats in real time using Al-powered,
coordinated protection designed by FortiGuard Labs security threat researchers, engineers,
and forensic specialists.

Web Security

Advanced cloud-delivered URL, DNS (Domain Name System), and Videa Filtering providing
complete protection for phishing and other welb born attacks while meeting compliance.

Additionally, its dynamic inline CASB (Cloud Access Security Broker) service is focused on
securing business Saa$ data, while nline ZTNA traffic inspection and ZTNA posture check
provide per-sessions access conirol to applications. [t also integrates with the ForliClient
abric Agent to exiend protection to remote and mobile users.

Content Security

Advanced content security technologies enable the detection and prevention of known

and unknown threats and file-based attack tactics in real-time. With capabilities like CPRL
{Compact Pattern Recegnition Language), AV, inline Sandbox, and lateral movement protection
make it a complete solution to address ransomware, malware, and credential-based attacks.

Device Security

Advanced security iechnologies are optimized to moniter and protect 1T, lloT, and OT
{Operational Technology) devices against vulnerability and device-based attack tactics. Its
validated near-real-time IPS intelligence detects, and blocks known and zero-day threats,
provides deep visibility and control into ICS/OT/SCADA protocols, and provides automated
discovery, segmentation, and pattern identification-based policies.

Advanced Tools for SOC/NOC

Advanced NOC and SOC management tools attached to your NGFW provide simplified and
faster time-to-activation.

SOC-as-a-Service

Includes tier-one hunting and automation, log location, 24x7 SOC analyst experts, managed
firewall and endpoint functions, and alert triage

Fabric Rating Security Best Practices

Includes supply chain virtual patching, up-to-date risk and vulnerability data igedeliver auicker
business decisions, and remediation for data breach situations.

GRUPG TELMGLUGIRG [FUEXSUS SRL
RNC 1-01-87625-5
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Secure Any Edge at Any Scale

Powered by Security Processing Unit (SPU)

Traditional firewalls cannot protect against today’s content- and connection-based threats
because they rely on off-the-shelf hardware and general-purpose CPUs, causing a dangerous
performance gap. Fortinet's custom SPU processors deliver the power you need—up to
520Gbps—to detect emerging threats and block malicious content while ensuring your network
security solution does not become a performance bottleneck.

ASIC Advantage

Secure SD-WAN ASIC SOC4

» Combines a RISC-based CPU with Fortine:'s proprietary Security Processing Unit (SPU)
content and network processors for unmatched performance

« Delivers industry’s fastest application identification and steering for efficient business
operations

o Accelerates IPsec VPN performance for best user experience on direct internet access

« Enables best of breed NGFW Security and Deep SSL Inspection with high performance

« Extends security to access layer to enable SD-Branch transformation with accelerated and
integrated switch and access point connectivity

FortiCare Services

Fortinet is dedicated to helping our customers succeed, and every year FortiCare Services
help thousands of organizations get the most from our Fortinet Security Fabric solution. Our
lifecycle portfolio cffers Design, Deploy, Operate, Optimize, and Evolve services. Operate
services offer device-level FortiCare Elite service with enhanced SLAs to meet our customer's
operational and availability needs. In addition, our customized account-level services provide
rapid incident resolution and offer proactive care to maximize the security and performance
of Fortinet deployments.
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Use Cases

Next Generation Firewall (NGFW)

e FortiGuard Labs’ suite of Al-powered Secuiity Services—natively integrated with your
NGFW—secures web, content, and devices and protects netwerks from ransomware and
sophisticated cyberatlacks

i
O

* Real-time SSL inspection (including TLS 1.3) provides full visibility into users, devices, and
applications across tne attack surface

 Fortinet’s patenied SPU (Security Processing Unit) technology provides industry-leading
high-performance protection

Secure SD-WAN

* FortiGate WAN Ecage powered by one OS and unified security and management framework
and systems transforms and secures WANs

.

[5
A

o

* Delivers superior quality of experience and effective security posture for work-from-any
where models, SD-Branch, and cloud-first WAN use cases

= Achieve cperational efficiencies at any scale through automation, deep analytics, and
self-healing

Universal ZTNA

» Control access to applications no matter where the user is and no matter where the
application is hosted for universal application of access policies

* Provide extensive authentications, checks, and enforce policy orior to granting application
access - every lime

e Agent-based access with FortiClient or agentless access via proxy portal for guest or BYOD

ENTERPRISE
BRANCH

FortiManager
Cenralizet Provisioning &

A Overlay [ = |
FortlAnalyzer o
smayics powtes () o &2
Security & Log (3= aum>]

Management s 2TNA  Users

FortiSwitch x ” I FortiGale

Secure Access [ rm | [ cx B ne.
Swileh el S GOTWAS

FortiAP ((0))

Secure Access
Point

VAV €

AFGOC vt
PSS
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Hardware
FortiGate 80F/80F-Bypass/81F FortiGate 80F/81F-POE
FortiGate 80F-DSL FortiWiFi 80F/81F-2R

FortiWiFi 81F-2R-POE

| FazATINET

| IR @
1 gt M EvEe

[ o
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Interfaces

! 2 x GE RJ45/SFP Shared Media Ports

2. 7 ¥ WAN GE RJ45 Ports, FG-80F-Bypass model only: 1x Bypass GE RJ45 Port Pair (WAN1 and Port1, default configuration)
3. B x GE RJ45* Ports

4, 2 x GE RJ45* FortiLink Ports

51 x DSL RJ1T Port (for 80F-DSL only)

CRGEL e oo fon PG Y e

FortiwiFi 80F/81F-2R-3G4G-DSL FortiWiFi 81F-2R-3G4G-POE

(2 © 0 @ 0 ©

Interfaces - - Interfaces
1 T x DSL Port (RJ11) 1. 2 x GE RJ45/SFP Shared Media Ports
2. 2 x GE RJ45/SFP Shared Media Ports 2. 6 x GE RJ45 POE/+ Ports
3. 6 x GE RJ45 Ports 3. Z x GE RJAS POE/+ FortiLink Portgl
4. 2 x GE RJ45 FortiLink Ports sl
Sl g iy cuie
- ) @1 “36 e = 6
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Hardware Features

Superior Wireless Coverage

A built-in dual-band, dual-stream access point is integrated on the FortiwWiFi 80F series which
provides the industry’s latest high-speed WiFi-6 (802.11ax) wireless access.

Trusted Platform Module (TPM)

The FortiGate 80F Series features a dedicated module that hardens physical networking
appliances by generating, storing, and authenticating cryptographic keys. Hardware-based
security mechanisms protect against malicious software and phishing attacks.

Bypass WAN/LAN Mode

The FortiGate 8QF Series offers a pair of bypass ports that help organizations avoid network
communication interruption due to device faults and improve network reliability.

Access Layer Security

FortiLink protocol enables you to converge security and the network access by integrating
the FortiSwitch inte the FortiGate as a logical extension of the NGFW., These FortiLink enabled
ports can be reconfigured as regular ports as needed
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Specifications
FG-80F FG-BIF

Interfaces and Modules

GE RJ45/SFP Shared Media Pairs

GE RJ45 Internal Ports

GE RJAS FortiLink Ports {Default)

GE RJAS5 PoE/+ Ports

GE RJ45 PoE/+ FortiLink Ports (Default)

Bypass GE RJ45 Port Pair
(WAN1 & Port1, default configuration)

L

N
N O

Wireless Interface

USB Ports 3.0

Console (R.J45)

Internal Storage

Trusted Platform Module (TPM)
Bluetooth Low Energy (BLE)
System Performance — Enterprise Traffic Mix
IPS Throughput ¢

NGFW Throughput ?

Threat Protection Throughput 2 %
System Performance and Capacity

IPv4 Firewall Throughput
(1518 / 512 / 64 byte, UDP)

Firewall Latency (684 byte, UDP)

Firewall Throughput (Packet per Second)
Concurrent Sessions (TCP)

New Sessions/Second (TCP)

Firewall Policies

IPsec VPN Throughput {512 byte)’
Gateway-to-Gateway IPsec VPN Tunnels
Client-to-Gateway (Psec VPN Tunnels
SSL-VPN Throughput

Concurrent SSL.-VPN Users
{Recommended Maximum, Tunnel Mode)

SSL Inspection Throughput
(IPS, avg HTTPS)?

SSL Inspection CPS (IPS, avg. HTTPS)?

SSL Inspection Concurrent Session
(IPS, avg HTTPS)?

Application Control Throughput
(HTTP 84K)*

CAPWAP Throughput (HTTP 64K)
Virtual Domains (Default { Maximum)

Maximum Number of FortiSwitches
Supported

Maximum Number of FartiAPs
{Total {Tunnel)

Maximum Number of FartiTokens

High Availahility Configurations
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1
1
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ForiiGate BOF Series Data Sheet

Specifications

FG-80F FG-81F FG-BOF-BYPASS FG-B0F-PCE FG-81F-POE
Dimensions and Power
Height x Width x Length (inches) 16x85770 16 xB85x 720 18%x85x70 2.4 % 85x%70 24x85x78
Height x Width x Length (mm) 40 % 216 x 278 40 x 216 * 178 40 x 216 x 178 80 x 276 x 178 60 x 276 x 178
Weight 24165 L1 kgt 2.4 ks (11 kg 7.6 Ibs (1.2 ky) 3.11bs (1.4 kg} 3 1bs 1.4 kg
Farm Factior Sesktop! Wall Mount/ Rack Tray

(supports EIA/non-ElA standards)

Operating Environment and Certifications

Input Rating 12V DC, 3A (@ 12V DC, 3A [dual 12 DC, 3A tdual «54V DC, 3A (dual
requngancy ogt anall regundancy opuonal} redundzncy optional) redundzncy cptional;

Power Required (Redundancy Optional) Powered by up 10 2 External DC Power Adapters (| adaiter included), 100~ ! AC 5060 Hz
ZC/C4A, 'ACIO.4A, 115VACI2 2A TISVAC 124,

Maximum Current

23CVACHO 24 220VAC 1A 23CVAC/C B6A
Total Available PoE Power Budget* - TRW apw
Power Consumption {Average { Maximum) i WBIWIIESW J6W I8 W A8 W /137 W
Heat Dissipation 52 55 BTU/M 502 75 BTU#n 267.5 &TL

Operating Temperature

Storage Temperature -

Humidity TDO U wp-condeasing

Noise Level Fanless & oBA Farless € dBA Fanless & aBA 31.56 dBA
Operating Altitude Ug to 7400 t {2250 m}

Compliance FCC ICES, CE, RCM, VCCI, BEMI, UlL/cUi. CB

Ceitifications USGYE/IPvE

Lerngim e g on @acn Bor:d port - 30 (807 3at)

s0esus

Sl o7 il §
GRUPG TECAILLOSBIZO ABEXSUS SRL
RNC 1-01-87625-5
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Specifications

Hardware Specifications

GE RJA5/SFP Shared Media Pairs

GE RJ4S Internal Ports

GE RJ45 FortiLink Ports (Default)

GE RJ45 PoE/+ Ports

GE RJ45 PoE/+ FortiLink Ports (Default)

Bypass GE RJ45 Port Pair
(WAN?1 and Port1, defaullt configuration)

Wireless Interface

Antenna Ports (SMA)

UsB Ports 3.0

Console (RJ45)

Internal Storage

Trusted Platform Module {TPM)

Bluetooth Low Energy (BLE)

Radio Specifications

Multiple User (MU} MIMO

Maximum Wi-Fi Speeds

Maximum Tx Power

Antenna Gain

System Performance — Enterprise Traffic Mix
IPS Throughput *

NGFW Throughput ?

Threat Protection Throughput 2 *

System Performance

Firewall Throughput (1518 / 512 / 64 byte UDP packets)
Firewall Latency (64 byte UDP packets)
Firewall Throughput (Packets Per Second)
Concurrent Sessions (TCP)

New Sessions/Second (TCP)

Firewall Policies

[Psec VPN Throughput {512 byte) *
Gateway-to-Galeway IPsec VPN Tunnels
Client-to-Gateway IPsec VPN Tunnels
SSL-VPN Throughput

Concurrent SSL-VPN Users
[Recommended Maximum, Tunnel Mode)

SSL Inspection Throughput (IPS, avg. HTTPS) ?

SSL Inspection CPS (IPS, avg. HTTPS) *

SSL Inspection Cancurrent Session (IPS, avg. HTTPS) ?
Application Control Throughput (HTTP 64K) ?
CAPWAP Throughput (HTTP 64K}

Virtual Damains (Default { Maximum)

Maximum Number of FortiSwitches Supported
Maximum Number of FortiAPs (Total / Tunnel Mede)
Maximuni Number of FortiTokens

High Availability Configurations

FORTIWIFI BOF-2R

Note fer mance valugs ale o L and vary depending on syslem configu ato

w1 Logging =nabled

(Enterprise Mix}, Applicatiar Centrol, NGAW and Threat Protection sre measured

* 3SL inspection performance valtes use an average of HTTPS sessions of different

Zipher suites

Gaal Wi 8z

1 NGFW perfor nance 1S measuied w

* Ihreat )

FORTIWIFI 81F-2R

(Y

7 2.4 Gz 202 Maghigin/acisx « 1 Scarming Radio

3
1
1
1x 128 GB S8D
Yes

Yes

2x2
574 Mbng @ 2.4 GHz, 1201 Mops @ & GHz
23 dBm @ 2.4 GHz, 22 dBm @ & CHz

458 b 2 43hz, & 5d8 D 3Gz

1.4 Ghps
1Ghps

A00 Mhps

32308

10,5 Mpos
1.5 Million
45 G00
5000
&5 Ghps
200
2500
950 Mbps
200

715 tMbps
750
130 000
18 Gbps

S Ghpn

W10

2 GRUPQ TECROL

N Fi

re Protectiol led

Lt

ar

na

K
1
1

Yes

Yes

05100 AD

FORTIWIFI 81F-2R-POE

1% 128 GB SSD

it

EXSU

RAC 1-01-87625-5

rewall, 1S a~d Application Conlrol enabled

otection performance is measured with Firewall, IPS, Application Control &nd
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Specifications

Dimensions

Height x Width x Length (inches)

Height x Width x Length (mm)

Weight

Form Factar

Operating Environment and Certifications
Input Rating

Power Required
(Redundancy Optional)

Maximum Current
Total Available POE Power Budget*

Power Consumption
{Average { Maximum)

Heat Dissipation
Operating Temperature
Storage Temperature
Humidity

Noise Level

QOperating Altitude
Compliance

Certifications

FORTIWIFI BOF-2R FORTIWIFI 81F-2R FORTIWIFI 81F-2R-POE

24x85x%78 2A4A%xBS5 %70 247 85%x70

60 x 218 x 178

63 % 216 % '78

60 % 216 x 173

33 1hs (15 k)

33 e 115 agh

Zall Pount! Rack Tray

12V DC, 84 tdual radunconcy op cnall 124 D7 54 {¢oalwd mcaney optionall L5V DT, BA (dual reosndancy or

rernal BC Pone: / zdaptar includad), 130-240Y AC, S50/6C Hz

Powered by Jptc 2 £

1 SVAC/O.8A, 230VACID B4

115VAC/0. 4724, 230VA NGVACIO.A24, 230¥ACI0 284

— 36w
22Q9W 270w 1674 W 1313 W

9528 BYU/h 441.4 BTUn

10%-90% non-congensing

2414 dBA 2414 dBA 31.56 dBA

Up to 7400 ft {2250 m)

FCC, ICFS, CE, RCM, YCCI, BSMI, ULicUL, CB

USGYS/1IPY6

s reavitnam losding on eacn PoEf+ port s 30 W (802 Jat)

1
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Specifications

Interfaces and Modules

GE RJ45/SFP Shared Media Pairs

GE RJ45 Internal Ports

GE RJ4S5 Fortilink Parts (Default)

GE RJ45 POE/+ Ports

GE RJ45 POE/+ FortiLink Ports (Default)
DSL RJ11 Port

Cellular Modem

Wireless Interface

Antenna Ports (SMA)

USB Ports

Consale Port (RJ45)

SiM Slots (Nano SIM)

Internal Storage

Trusted Platform Module (TPM)

Bluetooth Low Energy (BLE)

System Performance — Enterprise Traffic Mix
IPS Thioughput ?

NGFW Throughput 2

Threat Protection Throughput “

System Performance and Capacity

IPvd Firewall Throughput (1518 / 512 / 64 byte, UDP)
Firewall Latency (64 byte, UDP)

Firewall Throughput (Packet per Second)
Concurrent Sessions (TCP)

New Sessions/Second (TCP)

Firewall Policies

IPsec VPN Throughput (512 byte) ©
Gateway-1o-Gateway [Psec VPN Tunnels
Client-to-Gatreway IPsec VPN Tunnels
SSL-VPN Throughput

Concurrent SSL-VPN Users
{Recommended Maximum, Tunnel Mode)

SSL Inspection Throughput (IPS, avg. HTTPS) *
SSL Inspection CPS (IPS, avg. HTTPS) ?

SSL Inspection Concurrent Sessian (IPS, avg.
HTTPS) *

Application Cantrol Throughput (HTTP 64K) *
CAPWAP Throughput (HTTP 64K)

Virtual Domains (Default / Maximum)
Maximum Number of FortiSwitches Supported
Maximum Number of FortiAPs (Total { Tunnel)
Maximum Number of FortiTokens

High Availability Configurations

=l S R wange vl o ote b mard e ary ocpendiag sa st

Y- 7 30CE WSt ut 3 AESS SB-LHA258

W oanc threatl P otecion

FG-BOF-DSL

FWF-BOF-2R-3G4G-DSL FWF-81F-2R-3GAG-DSL FWF-B1F-2R-3GA4G-POE

Activa-Actve

TNGEY p

W

o
“

W

Z 2

5 _

2 -

= €

E 2

1 -
364G/ LTE

Dual Wik Radio 15 Griz, 2.4

1515 Ghns

D87 us
7.5 Mppes
706 060
35000

5000

41 Gops

310 Mbpse
320

55000

1674

0

-Passive, Clustering
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Specifications

Dimensions and Power

Height x Width x Length {inches)

Height x Width x Length (mm)
Weight

Form Factor {supports EIA/non-EIA
standards)

Input Rating

Power Required (Redundancy Optional)
Cuirent (Maximum)

Total Available PoE Power Budget*
Power Consumption (Average / Maximum)
Heat Dissipation

Operating Environment and Certifications
Operating Temperature

Storage Temperature

Humidity

Noise Level

Operating Altitude

Compliance

Certifications

Radio Specifications

Multiple (MU} MIMO

Maximum Wi-Fi Speeds

Maximum Tx Power

Antenna Gain

3G4G Modem

Regions Supported

Modem Model

LTE Categary

LTE Bands

UMTS/HSPA+

WCDMA

COMA 1xRTT/EV-DO Rev A
GSM/GPRS/EDGE

Module Certifications
Diversity

MIMO

GNSS Bias

xDSL Modem - Supported Mode
vDSL2

ADSL2

ADSL2+

G.DMT

T1.413

G.Lite

%xDSL Modem - Supported Type
Annex A, B,1,.J, M&L

© R M foeding on cac Fof

FG-80F-DSL

24x85#70
80 x 216 x 175

[E

‘oweres by Jup 1o two exte nal DO

(R3S

10%-~90% non-condersing

2404 GRs

N7
N7&
(N2
7O
N/A

N7A

patis 30 W IB02 3ay

FWF-80F-2R-3G4G-D5L FWF-B81F-2R-3G46G-DSL

24%85%70
60 % 218+ 7 B0 % 216 x 173

350 25 s (15 ky)

116 ke

Desktep FWall sunt (epticrsh

IV DI, 5A "2V DT 5A

32°-104%F {0*-40°C)

319 58°F (-35°-70°C}

20%-90% non-condensing
2414 d8A

20%-90% non-cordansing
2414 ABA
Up 1o 7400 ft (2250 m}
FCC, ICES, CE, RCM, VCCI, BSMI, UijeUL, C

USGB/IPYE

3x3

A Mbpe @A G, AR MEPS @ 24 G iz

20 dgm

35 dBIcy S Gz, 5dB1 @ 2.4 Gz

All rer s

2.4

x 88 x7

FWF-81F-2R-3G46:

4]

€3 % 216 < 178

35 Ibs (1.6 kg

54y DC, 2 78A

ovs {one adapter ~cluded, 180-240V AT, 50/60 Hz

4358 3TU/n

20%-90% rion-congeans:ng

Coura v 20068 EMsSnE 12 SIV Blers, AC sLi-assve]

CAT-1Z

B49Y RES
Bl, B2, &4, BS B#@, B8, 53, B19

FQC, ICES, CE, RCM,. VCCI,
Yes

Yes

__}g.__: A .
W fi;l:l'l';_,.‘: 101

RANC 1-03-87625-5
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SUBSCRIPTIONS

Bundles
ice . . . .
Service Category Service Offering A-la-carte Enterprise svB Unified Threat A(‘i";\ang:led
Pretection Protection Protection Protection
Security Services FortiGuard IPS Service . . . .
FortiGuard Anti-Malware Protection (AMP) — . . f . .
Antivirus, Mobile Malware, Botnet, COR, Virus
Outbreak Protection and FortiSandbox Cloud
Service
FortiGuard Web Security — URL and web . . . .
content, Video and Secure DNS Filtering
FortiGuard Anti-Spam . . .
FortiGuard loT Detection Service .
FortiGuard Industrial Security Service . .
FortiCloud Al-based Inline Sandbox Service' .
NOC Services FortiGate Cloud (SMB Logging + Cloud . .
Management)
FortiGuard Security Fabric Rating and .
Compliance Monltoting Service
FortiConverter Service . .
FortiGuard SD-WAN Underlay Bandwidth and .
Quality Monitoring Service
SOC Services FortiAnalyzer Cloud .
FortiAnalyzer Cloud with SOCaaS .
Hardware and Software Support FortiCare Essentials .
FortiCare Premium . . . .
FortiCare Elite .
Base Services FortiGuard Application Control

FortiCloud ZTNA Inline CASB Service!
Internet Service (SaaS) DB Updates
GeolP DB Updates

Device/OS Detection Signatures
Trusted Certificate DB Updates
DDNS (v4/v6) Service

included with FortiCare Subscription

* Available when running FortiOS 7.2

%@@ FortiGuard Bundles

~
‘g FortiGuard labs delivers a number of security intelligence services to augment the FortiGate firewall platform.
You can easily optimize the protecticn canabilities of your FertiGate with one of these FortiGuard Bundles.

FortiCare Elite

FortiCare Elite services offers enhanced service-level agreements (SLAs) and accelerated issue resolution. This
advanced support offering provides access to a dedicated support team. Single-touch ticket handling by the
expert technical team streamiines resclution. This option also provides Extended End-of-Engineering-Support
(EoE's) of 18 months for added flexibility and access to the new FortiCare Elite Portal. This intuitive portal
provides a single unified view of device and security health,

Fortinet CSR Policy

Fortinet is committed to driving progress and sustainability for all through cybersecurity, with respect for human
rights and ethical business practices, making possible a digital world you can always trust. You represent and
warrant to Fortinet that you will not use Fortinet’s products and services to engage in, or support in any way,
violations or abuses of human rights, including those invelving illegal censorship, surveillance, mnrion. or
excessive use of force, Users of Fortinet products are required to comply with the P-ortmqt_ﬁ@.ﬁ and report any
suspected violations of the EULA via the procedures outlined in the Fortinet Whistleblower Poll}gy.
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FortiGate 80F Series

Data Sheet

Ordering Information

Product

FortiGate BOF

FortiGate 81F

FortiGate 80F-Bypass
FortiGate BOF-POE
FortiGate 81F-POE

FortiGate 80F-DSL

FortiwiFi 80F-2R

FortiWiFi 81F-2R

FortiWiFi 81F-2R-POE
FortiWiFi-80F-2R-3G4G-DSL
FortiWiFi-81F-2R-3G4G-DSL

FartiWiFi-81F-2R-3G4G-PoE

Accessories

AC Power Adaptor
AC Power Adaptor
AC Powel Adaptor

Rack Mount Tray
Wall Mount Kit

Transcelvers

1 GE SFP RJ45 Transceiver Module
1 GE SFP SX Transceiver Module
1 GE SFP LX Transceiver Module
1GE SFP Transceiver, 90km Range,

-40°/85°C Operation

FG-81F-POE

FG-80F-DSL
£WF-807-2R-{RC}

TWF-817-ZR-1RCI

VAT-81T-2R-POL-[RC)

FWF-807-2R-3G4G-DSL-[RC]

FHF-81F-2R-3G4G-PoE-{

SKU
SE-TGR0E-PDC-S
SP-FWFE0F PDRL-2

FPGROE T FIN

SP-RACK AN

|T?
SKU
FN-TRAN-GC

GHOF-MTUNT "0

FN-TRAN-SX
FN-TRAN-LX

FR=TRAN-ZX

RC (regional code): A, B, D, E, F, 1, J,N,P, 8, V,and Y

(33
RE¥

Description

8 < GELRJAS ports 2 < RI25 SER sharsd ¢ 2703 WAN porls

& x OE[Jd3 parts, 2 RS GFP shared me el VAN ports, 78G3 (bod

3 % GE RJ4L ports, 2 ¥ RJAZ/SFP thared media WAN ports, may be cor” gured wilh 1 par 9f LAN bypass

8« GL Polports, Zx R snared o o dia WAN ports

8 x GE RJ45 PGE ports, 2 2 RUASISFR shared media WAN porls, 128GB SSD

3% GE RJAS Ports, 2 x RJ -2 shared mad:a WAN ports, wilh embeaded DSL module

8 % GF RJAS porls, 2 x RIASISFP shar:d 1m0dia WAN porls, dual Wir: radio

8 x OF RJ45 ports, 2 % RJ45/SFP shared redia WAN ports, dual Wif radio, [28GE SSD

3 x G RJ45 RiGE Pob po s, 2 % RE45I% P shared media WAN pors, dual Wik radio, 12868 S30

8 X GF RJ4& 345 WAN Ports, dual WiFi radio, with er bedidec DSL and 3G/4GITE modsies

8 x GE RJ45 Peits, 21 CER
$SD anboard storage

§ % GE RJAS PoE/+ Ports, 2 x RJ4TIGFP shared media WAN ©
modules, 128GE S8D anboard stcrage

145 WYAN Forls, dual WiF radic, with embedded DSL and 3G/4G/LTE moduies, 12868

s, cual WIFi racio, with empedded 3CG/4G/LTE

Description

Dack of 5 AC sower adaptors for FG/FwWr E0R

Y iR1F 2R, power cacle SPFGBOCPCOR-XX sold separately

/BIE, HOF/B17. BOR/BIE and 20F/810

O FG8C O FG@IT FIE FG-8081T-2OF FWF 8IT-7R-POT
Texgnla e A wely

50r 3 d o 3ees desklen ~odeis

fomd S el '

3 waltmorat b oo C80F FG S and 3800 By

Description

1GE S P RIES ransoiver mos s for all sys

3B SFP SX transe

¢ mogule Tor alt systems with SFP ang SFR/GFP- slats

LX transceiver moguiz tor all syslems with SFF and SEF/SFP+ slots

1G SEP t-ansceivers, -40°/85°C opera.an, 90km 1ange for 2l systems with SFF Slots

BRUFD
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