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6 ORG23 ORGANIZADOR DE CABLE NEWLINK HORIZONTAL 1U 5-RING (0205002) NO 260.34 1,562.04 
GARANTIA 

ENTREGA INMEDIATA 

PATCH PANEL NETSYS 24-PORT CAT-6 (PPC624PT) NO 
GARANTIA 

Entrega lnrnediata 

RACK NEXXt 19" X 7FT (AW22ONXT74) NO 
GARANTIA 

ENTREGA 4-6 SEMANAS HABILES 

20 CAB1114 PATCH CORD NEWLINK LC-LC 5MTS lOGB (1205051)) NO 
GARANTIA 

Entrega lnmediata 

! CAB16 CABLE NEXXT PIRED UTP CAT-6 BOX (1000FT)(AB356NXT01) NO 
GARANTIA 

Entrega lnrnediata 

100 CAB210 PATCH CORD NETSYS CAT-6 7FT (61887) NO 
GARANTIA 

Entrega lnrnediata 

Switch Clsco SG550XG24T 24-Port 10GBase-T Stackable Managed Switch NO 
GARANTIA 

Numero de parte: SG550XG-24T-Kg-NA 

SMARTNET BX5XNBD Cisco SG550XG24T 24-port 10GBase-T Stac Duration: 1 NO 
year GARANTIA 

Numero de Parte: CON-SNT-SG55T9NA 
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Nuestros racks de cuatro postes, elaborados con acero 
conforme al estandar de 19 pulgadas, estan disefiados 
para montar equipos en instalaciones de cableado 
estructurado, especialmente donde se requiere garanti- 
zar el libre acceso a 10s cables. Ademas de proporcio- 
nar mas espacio para equipos de redes, 10s racks 
permiten mejorar la administracion del cableado de 
toda la red. Basados en las normas EIA, estos bastido- 
res permiten la rapida instalacion de equipos con 
orificios de montaje roscados, tales como conmutado- 
res moduiares para redes o aplicaciones de voz de 
mayor tamatio, routers y demas dispositivos utilizados 
en cuartos de comunicaci6n. 

Estructura de acero con componentes rnodulares y 
desmontables. 
Disponibles con 4 postes para acomodar paneles de 
19 pulgadas, fabricados conforme a la norma EIA de 
la industria. 
Cumple con 10s estandares ANSITTIAIEIA-568 C.2, 
asi como con 10s criterios ANSIIEIA RS-310-C, D, E, 
F 
Capa electrostatica para protegerlo contra la hume- 
dad, oxidacion, rayones, descascaramiento, acidos 
fuertes y erosion alcalina. 
Revestido con pintura en polvo, de polibster epdxico 
hibrido, de color negro. 
Para uso en interiores y en areas con ambientes 
wntrolados. No apt0 para uso en exteriores, en 
ambientes industriales, abrasivos o cimaras de 
distribucion de aire. 
Accesorios disponibles para satisfacer diversas 
necesidades de montaje. 
Aptos para usar con bandejas y rieles que soportan 
equipos de computaci6n grandes y pesados, al igual 
que unidades para almacenamiento de datos. 

Nexxl SaCNons" rNeWl  is a Rghrterrd trademark. Nexxt rosewe8 ihe npM to change any spedfimbons wii3art pin n d  toe. The ~nfOrmaWn mntamed in lhis pmdud sheet is the propietary property af Nexct, and 
may not be us&, nrpmduced or d* to olhers, in whde or in pen, wilhout winen authm%W~m af N W .  Alfhough Nexxl has taken precautions lo ensure the amracy of Ihe produd spedflcahns at the time of 

o u b l d m . ~ .  w m o t b e f e s o o n d b l e f a t h a m .  m ~ . a r ~ t r s d u e t o ~ I n u r \ r a l d I ~ l o l o l o w m o r e a b o u l u r ~ w o d u d s . d s s s s . v ( s n a r ~ a t r r r r ~ . m m .  



Rack abierfo de 4 postes $9 pulgadas 
7pies M U  

s~ecificaciones del ~ roduc to  - - 
Caracteristicas del rack abierto 

- - 
Cubierto con pintura en polvo, de poliester epoxico hibrido de color negro (RAL 

I 
or 

--'---"-"- -,.,... ------..-.--- 90051 ---- 
Unidades de rack 

--,-- 45u -- --- 
T i ~ o  de montaje ""-----,- ------- De piso -- --- 

Cantidad de postes - ------------ 4 - -- 
Tipo de orificios Orificios cuadrados 

Material @biertaJ --- - SPCC, 2.0 rnrn de e s ~ o r  .. , .-- ---- 
Material @I marc~) SPCC, 2.0 rnrn de 9 e s o r  -------- -,--- -- 
Material (de la base) SPCC, 6.0 mm de espesor 

Dimensiones I 
I 

Ancho ex,,, ,, 
---,-------.,---- 

Profundid; -------- 
Profundidad de la bas --" 900m 

-- Capacidad de carga Can hold up ! 
2 marcos de montaje anchos 
2 marcos de montaje profundos 
4 barras de apoyo 
2 rieles para montaje frontal 
2 rieles para rnontaje posterior 

'nc'uye 2 piezas de montaje inferior 
Juego de 20 tornillos M8xL18,6rnm - Juego de 12 tornillos M5xL12mm 
Juego de 20 tornillos con reten MGxL12mm 
Instr~rccinnes rle ensnmhlaie 

Nomas internacionales 

Certificaciones y normas 

m I i0950 o UL 60950 o UL 60950-21 mo sea apropiado 
ISOIIEC I IUUl ,  ANSlKlAlElA 368.C.2 

ANCIIFIA RC-?I~-P n F F 
Inforrnacion adicional 

MPN ""-------------.---- AW 220NXr74 - 
Etiyuetado 

-" -------.---.--,a NEXXT SOLUTIONS 
Cajas de carton, ernbarcado desarmado - 

Pies cubicos -- -.". ---- - -- ---- - 3,37 -- 
Garantia -- - ~ G t i a k r n ~ t a d a  de 5 aiios** 

Im --- - I 
srC;C;: AC~I-o larninaao en trio, carlaaa comerciai (por sus stg~as en mgres) 

Mead SoCNcnaw CNsrd.) Is a regigtered bademah. Nem rrsema UE ngM to change any spscilidms withoul picr n d  ice. The infamaSon mntamed in this produd sheet is the pqrietary property d N d ,  anc: 
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dl-. m v c r  us ranot be rssmdble fw Vur e m .  m b h .  or chanaes due to ~ C B .  If v w  w d d  Ike lo kmw mom abed ur DmdudS. dmse M as w&dia a -N-.mm. 



Horizontal Cable Organizer 
5- Rings 

Newlink offers a wire management line that 
protects, routes, and organizes UTP, STP, 
coaxial and fiber optic cables. These 
organizers also make it easy to perform 
moves or changes. 

Features: 

Ideal for high density installations, the black wire management brackets feature smooth-edged 
slotted fingers allowing cable to be pulled through at any location 
UL Listed 
Horizontal Mounting, 5-rings, 1 rack unit 
Standard EIA 310 D 

Ordering Information: 

0710511 4 Rev. 1 Approved by: P.M.P. 



Our UTP category 6 cable is designed for top speed 
data transmission and consists of 4-pair 23 AWG 
copper wires. Manufactured in accordance with the 
highest data transmission standards for LAN networ- 
ks, the Cat.6 twisted pair configuration guarantees top 
performance and meets all international telecomrnuni- 
cations and electrical standards, including ANSII- 
TIAIEIA-568 C.2, and ISOllEC 11801. It is perfect for 
structured cable installations of all kinds. Each box 
contains a reel with 1000 feet (305 meters) of cable. 

hex*! So ulionsT* ('Nexxl") .s a reg~slered trademark. Nena reselves the rlgnt to mange any speckations whoul  pnor not Ice. Tile information mnlalned 111 this prodJct sheet IS h e  propnelary property of hexxt, and 
may not be ~sed ,  reproduced or dkc~osed lo  others, in whole or in part. whoul  wrinen authorlzation of h e w .  Altno~gn Newt has taken precautions to ensure tne accuracy of the produd spedflcations at Ihe Dm. of 

pUolocat on. nowever ue cannot be respons.ble for the errors. omissions or changes due to obsolescence. If you w o ~ l d  llre to know more about our prodbcts, please vislt our webslte at mvw NenaSo.~tlons.wm. 0 
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Cat. 6 bulk cable 
--/ 

S O L U T I O N S  
I N F R A S T R U C T U R E  

Profess~onal Series 

U T '  CM fype jacket 
p'(t$'c+$, -..?&V \-f*'1 

v 

y A! 
. . .-.. .. ........ .- ................. ............................ -. .................... . -. ........ ... ........ .......... 

Prnd~ret anaeifieatinna 

Wire characteristics I 
UTP "Unshielded Twisted Pair" ................... .. ....... ... . ...........................- CableeeQeeeeeeeeeeee .... e-eeeee-eeeeeeeeeeeeeee-eeeeeeeeeeeeeeeeeeeeeeee-- 

4 ofpairs - 
Number of wires 8 ............. ...... ... .... * ........ "" ............................. .. ..... - ...... -.*----..-- "."-".-- ..... 

Solid bare copper WE--&!? . _ e . _ e _ e _ e . * "  -.--..-.------ ............ 
Wire gauge size 23AWG 

lnternaliacket material HDPEICMI-75E) .............................. ............ .. * ... . - ................................................................................................ 

s ......... . 0.178mm ..... . 
Min. thickness 0.153mm ................. 

Color combinations .................................. .............. . ............................. .. ......----... ".--" .... 
Pair 1 .- Blue and white I Blue .. . 

Internal characteristics I 

Pair 2 O r a n ~ a n d  white I Orange .......... -*-.-----.- "------.*",-"..---***.. ..... .. . ................................... 
Pair 3 "--- ".".---- ----- Green and white I Green .................................................... ..... ......... 
Pair 4 Brown and white I Brown 

External characteristics 
t x t e r n a l ~ e t  --.-- deslgnatlon . GM ..... .... .......................................... --" 

-.......-. ......................... .......... 

.... . ............. 

........................................ . 

l l k g  ..................... . . " @ ! !  . ..---..-.......---.......-a-a-- . . -.--.----.-... ..... ........ 
Availahln iacknt cnlnrs 

Electrical characterist - -  - 

Voltage rating 300V . - -" ........... ... ..... .... * -. ... 
Temperature rating ------- 75OC 

Characteristic impedancexo) 85-1 15fl(1-250MHz) ..... "- -,---.----.----.-----.--.---- --.- .. .--..-...-+- ............*.*-........... ........ *..... .- ...................................................... . -. -.--....-----... --"..-".- ............. ...... ............ ...... 
Conductive resistance ....................... ",".--".-..----""------- --.---------.- Max CI 100M 20°C -.-.--- 

DC Resistance capacitance unbalance ...........---.--a ..-. -* 
5% .... .......... ............................................................................ -.---....--.-...-- ..--.----- -.-"" - 

d --- capacitance ..... . ..-*- unbalance .. . . .....-.....--- Max 3311pFl100m ---,--,-,- 

Mutual "- c+acitance ...-- . ----- Max 5600 p F / l O O L - "  -- ............................. 
Dielectric strength DC 2,5kV/2sec or AC 1,75kV12sec ..... . -. ...... ........-.. -... . .....-- .......... " .......... ".*.... ........... -. .. ... . . ........ ......-----..----- 

69% o!.e!?~a@ion(NVP) _ 

I ransrn~ss~on speea . I , u u u m s  I I u ~ p s  -.--. ... 
Bandwidth 250 MHz 

90 m 

I Certifications and standards I 
International standards ANSlrrlAlElA-568-C.2 and ISOIIEC 11801 ....................... ..-.. .- . .. * --.. ......... ........ -----..---- ... 

UL certificate 200801 17 - E318654, DUZX.E318654, DVBI.E356966 . ...... .... 

ETL certificate 100227874CRT-001 f 
Miscellaneous 1 

Color GRAY BLUE RED . .-. ... . . .......... - ..................................... ......... 
MPN AB356NXT01 AB356NXT02 AB356NXT03 ....................... ................... " " .- "" -- -7- - 
UPC 7983020 1 01 92 798302010147 79830201 01 78 - -.-.----- . -... .-.--... 

NEXXT UIUTP INSTALL CABLE 23AWG 4PR CM 75 O C  (UL) E318654 ETL 
Labeling Verified rated ANSl/TlA 568C.2 CAT.6 XXXXXXX-X XXXM 

www.nexxtsolutions.com ----- .... --" - 
Packaging .-------. .-"--- -.---. ....... Carton box 

--- Cable length ---------------- 1000ft 1 305m - ............... . ........ 
Cu.ft *.-.--.-----.-------.-.-- --- ......... ........... 1.62 

Warranty Limited lifetime warranty* 

Nexxt Solutionsm ('Nemr) is a registered trademark. Neact reserves the rlghl to change any spedlkaicalbna wllhout prior not ice. The infcmakm conMned in this produd sheet b Ule popietary p w  of Neact, and 
may not be used, reproduced w dlscbled to olhers, in whole or In part, wllhout wrlnen auttmrlzalion of Neutt. Although Nexxt has laken preuuUons to ensure We accuracy of VH) produd aFdllcatlons a1 the Ime of 
oublicalion. however. wa cannot be reswnslMe for the enom. omissions, a changes due lo obrobrcance. W YOU mxlld like lo know more abaot w r  produds, please vIsII our webite at mm.NexxlSoluUons.wm. 



Data Sheet 

Cisco 550X Series Stackable Managed Switches 

Advanced Features for Demanding Environments at an Affordable Price 

Your business is growing, and that means more customers, more opportunities, and more attention on your 

company. The only problem: Your network was built for a smaller operation. As you add more devices. 

applications, and users, your IT environment will become increasingly difficult and expensive to manage. Even 

worse, as the network becomes more complex and overloaded, your users are likely to see sluggish performance 

and even outages. 

With customers and employees depending on your business more than ever before, a slow or unreliable network is 

not an option. You need an IT backbone that provides excellent performance, nonstop availability, and advanced 

security. The ideal network will be easy to manage, support advanced features that will grow with your company, 

and be at a price that's affordable. 

Cisco 550X Series Stackable Managed Switches 

The ~ i s c o @  550X Series (Figure 1) are the next-generation stackable managed Ethernet switches that prov~de the 

advanced capabilities and superior performance you need to support a more demanding network environment at 

an affordable price. These switches incorporate fan and power hardware redundancy, increasing overall network 

availability. The SG550X and SF550X models provide 24 or 48 ports of Gigabit Ethernet and Fast Ethernet 

connectivity with 10 Gigabit uplinks. The SG550XG models provide 16. 24, or 48 ports of 10 Gigabit Ethernet with 

both copper and fiber connection options, providing a solid foundation for your current business applications, as 

well as those you are planning for the future. At the same time, these switches are easy to deploy and manage. 

without a large IT staff. 

Figure 1. Cisco 550X Series Stackable Managed Switches 

Cisco 550X Series switches are designed to protect your technology investment as your business grows. Unlike 

switches that claim to be stackable but have elements that are adm~nlstered and troubleshot separately, the Cisco 

550X Series provides true stack~ng capability, allowlng you to configure, manage, and troubleshoot multlple 

physical switches as a single device and more easily expand your network. 

A true stack delivers a unified data and control plane, in addition to a management plane, providing flexlbility. 

scalability, and ease of use because the stack of units operate as a single entity constituting all the ports of the 

stack members. The switches also protect your technology investment with an enhanced warranty, dedicated 

technical support, and the ability to upgrade equipment in the future and receive credit for your Cisco 550X Serres 

switch. Overall, the Cisco 550X Series provides the ideal technology foundation for a growing business 

0 2016 Cisco andlor its affiliates All r~ghts reserved. This document is Cisco Public Information 



Features  and Benef i ts  

Cisco 550X Series switches provide the advanced feature set that growing businesses require and that h~gh- 

bandwidth applications and technologies demand. These switches can improve the availability of your critical 

applications, protect your business information, and optimize your network bandwidth to more effectively deliver 

information and support applications. The switches provide the following benefits. 

High-Performance 10 Gigabit Ethernet 
Cisco 550X Ser~es switches break the barrier of 10 Gigabit Ethernet adoption by prov~ding affordable and flexible 

configurations customized for the demanding network requirements of small and medium businesses 

With 10G copper ports on SG550XG switches, you can easily and cost-effectively enable 10G connections to 

servers and network storage devices with standard RJ45 Ethernet cable. You can also connect your SG550X 

access switches to the SG550XG aggregation with 10G SFP+ fiber, building a high-performance backbone to 

speed up the overall operation of your network. 

High Reliability and Resiliency 
In a growlng bus~ness In wh~ch ava~lab~l~ty 24 hours a day, 7 days a week IS cr~t~cal, you need to assure that 

employees and customers can always access the data and resources whenever they need In these envlronrnents 

stackable sw~tches can play an Important role In el~m~nat~ng downt~rne and lmprovlng network res~l~ency For 

example, ~f a swltch wlth~n a Clsco 550X Ser~es stack falls, another sw~tch ~rnmedlately takes over keep~ng your 

network up and running You can also replace ~nd~v~dual  devlces In the stack w~thout taklng your network offl~ne or 

affect~ng employee product~v~ty 

The Cisco 550X Serles IS designed to deliver hardware redundancy at the lowest incremental cost. Power 

redundancy is del~vered with the Cisco RPS2300 external RPS system. If power to the switch is lost (through loss 

of AC power or power supply failure), the switch will automatically, and instantaneously, obtain its power from the 

RPS. This switchover occurs so quickly that there is no loss in traffic or reboot of the device. A Cisco RPS2300 

system can be connected to up to six 550X Series switches to provide redundancy. Cooling fan redundancy is 

delivered through preinstalled N + l  configuration. A switch can fully support all its capabilities for the life of the 

product with only N fans. If one of the fans fails, the spare fan automatically takes over, without causing any 

downtime. 

The C~sco 550X Serles provides an additional layer of resiliency with support for the Virtual Router Redundancy 

Protocol (VRRP). VRRP lets you extend the same resiliency that stacking provides for ind~vidual swltches to 

complete network domains. By running VRRP between two stacks, you can instantly cut over from one stack to 

another in the event of a problem and continue operating even after a failure. 

The Cisco 550X Series also supports dual images, allow~ng you to perform software upgrades without hav~ng to 

take the network offline or worry about the network going down during the upgrade. 

Power over Ethernet Plus (PoE+) and 60W PoE 
Cisco 550X Ser~es switches support the Power over Ethernet Plus (PoE+) standard (IEEE 802.3at), provlding up to 

30 watts per port The switches also support 60W PoE on selected ports to power compact switches, h~gh-power 

w~reless access points, or connected lightrng. The power is managed in a smart fash~on such that only the amount 

of power the endpoint needs is delivered to it and not wasted. As a result, the switches can support devices that 

require more power, such as 802.1 l a c  wireless access points, video-based IP phones, surveillance cameras, and 

more. 

O 2016 Clsco andlor 11s aff~l~ales. All rights resewed. This document is Clsco Public Informallon. Page 2 of 19 



PoE capabilities simplify the deployment of advanced technologies by allowing you to connect and power network 

endpoints over a single Ethernet cable, without having to install separate power supplies. Cisco 550X Series 

switches are also fully backward compatible with IEEE 802.1 1af PoE and Cisco legacy PoE protocols. 

Power  Ef f ic iency 

The Cisco 550X Series integrates a variety of power-saving features across all models, providing the industry's 

most extensive energy-efficient switching portfolio. These switches are designed to conserve energy by optim~zing 

power use, which helps protects the environment and reduce your energy costs. They provide an eco-friendly 

network solution without compromising performance. Cisco 550X Series swltches feature: 

Support for the Energy Efficient Ethernet (IEEE 802.3az) standard, which reduces energy consumption by 

monitoring the amount of traffic on an active link and putting the link into a sleep state during quiet periods 

The latest application-specific integrated circuits (ASICs), which use low-power 28- or 40-nanometer 

technology and low-power, high-performance ARM CPUs 

Automatic power shutoff on ports when a link is down 

LEDs that can be turned off to save power 

Embedded Intelligence to adjust signal strength based on the length of the connecting cable 

Smart fans in which fan speed is automatically adjusted according to switch temperature to decrease 

acoustic noise and save power 

Advanced  Stack ing 

Some switches claim to support stacking but in practice support only "clustering," meaning that each switch must 

still be managed and configured individually. Cisco 550X Series switches provide true stacking capability, allowlng 

you to configure, manage, and troubleshoot all switches in a stack as a single unit, with a single IP address for up 

to a maximum of 400 Ethernet ports. 

A true stack delivers a unified data and control plane, in addition to management plane, provlding flexibility, 

scalability, and ease of use because the stack of units operates as a s~ngle entity constituting all the ports of the 

stack members. This capability can radically reduce complexity in a growing network environment while improving 

the resiliency and availability of network applications. True stacking also provides other cost savlngs and 

administrative benefits through features such as cross-stack QoS. VLANs, LAGS, and port mirroring, which 

clustered switches cannot support. 

Using standard 10G fiber or copper connections, the Cisco 550X Series supports both local and horizontal stacking 

deployments and the flexibility of ring or chain topology. The switches also have the capability to use link 

aggregation port as the stacking port, providing even higher stacking bandwidth for demanding applications. 

Easy Deployment  a n d  U s e  

Cisco 550X Series switches are designed to be easy to use and manage by small and medium businesses, 

commercial customers, or the partners that serve them. Features include: 

Simple and advanced mode graphic user interfaces reduce the time required to deploy, troubleshoot, and 

manage the network and allow you to support sophisticated capabilities without increasing IT head count. 

Configuration wizards simplify the most common configuration tasks and provide the ultimate tool for 

anyone to easily set up and manage the network. 
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The switches also support Textview, a full command-line interface (CLI) option for customers or partners 

that prefer it. 

The USE! port on the switch enables easy image and configuration transfer for faster deployment or 

upgrade. 

Using Auto Smart ports ~ntelllgence, the switch can detect a network devlce connected to any port and 

automatically configure the optimal security, quality of service (QoS), and availability on that port 

Cisco Discovery Protocol discovers Cisco devices and allows devices to share critical configuration 

information, simplifying network setup and integration 

Support for Simple Network Management Protocol (SNMP) allows you to set up and manage your switches 

and other Clsco devices remotely from a network management station, improving IT workflow and mass 

configurations. 

The Clsco FindlT utility, which works through a simple toolbar on the user's web browser, d~scovers Cisco 

devices in the network and displays basic informat~on, such as serial numbers and IP addresses, to a ~ d  In 

configuration and deployment. (For more Information and to download this free utility, visit 

http://www,cisco.com/oo/findit.) 

Simplified IT Operation 
Cisco 550X Series switches help optimize your IT operations with built-in features that simplify day-to-day network 

operation: 

True stacking allows you to configure, manage, and troubleshoot multiple physical swltches as a s~ngle 

entity. 

Cisco switches use common chipsets/software across all switching portfolios, so all Clsco swltches with~n a 

serles support the same feature set, making it easier to manage and support all switches across the 

network 

Strong Security 
Cisco 550X Series switches provide the advanced security features you need to protect your buslness data and 

keep unauthorized users off the network. 

Embedded Secure Sockets Layer (SSL) encryption protects management data traveling to and from the 

switch. 

Extensive access control lists (ACLs) restrict sensitive portions of the network to keep out unauthorized 

users and guard agalnst network attacks 

Guest VLANs let you provide Internet connectivity to nonemployee users while ~solating cr~t~cal busmess 

services from guest traffic. 

Support for advanced network security applications such as IEEE 802.1X port security tightly limits access 

to specific segments of your network. Web-based authentication provides a consistent interface to 

authenticate all types of host devices and operating systems, without the complexity of deploying IEEE 

802.1X clients on each endpoint. 

* Advanced defense mechanisms, including dynamic Address Resolution Protocol (ARP) inspection, IP 

Source Guard, and Dynamic Host Configuration Protocol (DHCP) snooping, detect and block deliberate 

network attacks. Combinations of these protocols are also referred to as IP-MAC port blnd~ng (IPMB) 
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IPv6 First Hop Security extends the advanced threat protection to IPv6. This comprehensive security suite 

includes ND inspection, RA guard, DHCPv6 guard, and neighbor binding integrity check, providing 

unparalleled protection against a vast range of address spoofing and man-in-the-middle attacks on 

IPv6 networks. 

Time-based ACLs and port operation restrict access to the network during predesignated times, such as 

business hours. 

Uniform MAC address-based security can be applied automatically to mobile users as they roam between 

wireless access points. 

Secure Core Technology (SCT) helps ensure that the switch is able to process management traffic In the 

face of a denial-of-service (DoS) attack. 

Private VIAN provides Layer 2 isolation between devices on the same VIAN. 

Storm control can be applied to broadcast, multicast, and unknown unicast traffic. 

Protection of management sessions is possible using RADIUS, TACACS+, and local database 

authentication as well as secure management sessions over SSL, SSH, and SNMPv3. 

DoS attack prevention maximizes network uptime in the presence of an attack. 

Advanced Layer 3 Traffic Management 
The Cisco 550X Series enables a more advanced set of traffic management capabilities to help growing 

businesses organize their networks more effectively and efficiently. For example, the sw~tches provide static Layer 

3 routing, allowing you to segment your network into workgroups and communicate across VIANs without 

degrading application performance. 

With these capabilities, you can boost the efficiency of your network by offloading internal traffic-handling tasks 

from your router and allowing it to manage primarily external traffic and security 

Additionally. Cisco 550X series provide dynamic Layer 3 routing features. With these capabilities, you can minim~ze 

the need to manually configure routing devices and simplify the ongoing operation of the network 

IPv6 Support 
As the IP address scheme evolves to accommodate a growing number of network devices, the Cisco 550X Serles 

can support the transition to the next generation of networking and operating systems. These switches contlnue to 

support previous-generation IPv4, allowing you to evolve to the new IPv6 standard at your own pace and helplng 

ensure that your current network will continue to support your business applications in the future. Cisco 550X 

Series switches have successfully completed rigorous IPv6 testing and have received the USGv6 and IPv6 Gold 

certification. 

Networkwide Automatic Voice Deployment 
Using a combination of Cisco Discovery Protocol. LLDP-MED, Auto Smart ports, and Voice Services Discovery 

Protocol (VSDP, a unique Cisco protocol), customers can deploy an end-to-end voice network dynamically. The 

switches in the network automatically converge around a single voice VIAN and QoS parameters and then 

propagate them out to the phones on the ports where they are discovered. For example, automated voice VLAN 

capabilities let you plug any IP phone (including third-party phones) into your IP telephony network and receive an 

immediate dial tone. The switch automatically configures the device with the right VLAN and QoS parameters to 

prioritize voice traffic 
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Peace of Mind and Investment Protection 

Cisco 550X Series switches offer the reliable performance and peace of mind you expect from a Cisco switch 

When you invest in the Cisco 550X Series, you gain the benefits of: 

Limited lifetime warranty with next-business-day (NBD) advance replacement (where available; otherw~se 

same-day ship) 

A solution that has been rigorously tested to help ensure optimal network uptime to keep employees 

connected to primary resources and productive 

A solution designed and tested to easily and fully integrate with other Cisco voice, unified communications, 

security, and networking products as part of a comprehensrve technology platform for your busmess 

Cisco Limited Lifetime Hardware Warranty 
Clsco 550X Series switches offer a limited lifetime hardware warranty with NBD advance replacement (where 

available; otherwise same-day ship) and a limited lifetime warranty for fans and power supples. 

In addition, Cisco offers telephone technical support at no charge for the first 12 months following the date of 

purchase and software application updates for bug fixes for the warranty term. To download software updates, go 

to htt~:Ilsoftware.cisco,comldownloadlnaviqator.htmI. 

Product warranty terms and other information applicable to Cisco products are available at 

htt~:llwww.cisco.comlaolwarranty. 

World-Class Service and Support 

Your time is valuable, especially when you have a problem affecting your business. Cisco 550X Series switches 

are backed by Clsco Small Business Support Service and Cisco Smart Net Total Care, which provlde affordable 

peace-of-mind coverage. These subscription-based services help you protect your Investment and derlve 

maximum value from Cisco SMB products. Delivered by Cisco and backed by your trusted partner, Cisco Small 

Business Support Service includes software updates and access to the Cisco Small Business Support Center, and 

it extends technical service to three years. Cisco Smart Net Total Care offers a consistent service platform for 

customers with networks that combine traditional Cisco products with Cisco Small Business products. It also 

provides global coverage and flexibility of contract terms as well as multiple advance hardware replacement 

options 

Cisco SMB products are supported by professionals in the Cisco Support Center, a dedicated resource for small 

business customers and networks, with locations worldwide that are specifically trained to understand your needs. 

You also have access to extensive technical and product information through the Cisco Support Community, an 

online forum that enables you to collaborate with your peers and reach Cisco technical experts for support 

information. 
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Product Specifications 

Table 1 describes product specifications 

Table 1. Product Specif icat ions 

Switching capacity and 
forwarding rate 

All switches are wire-speed 
and nonblocking 

Product Name 

SF55OX-24 

SF55OX-24P 

SF550X-24MP 

SF55OX-48 

SF55OX-48P 

SF550X-48MP 

SG550X-24 

SG550X-24P 

SG550X-24MP 

Capacity i n  mpps (64-byte packets) 

63.09 

63.09 

63.09 

66.66 

66.66 

66 66 

95 23 

95 23 

95.23 

Switching Capacity (Gbps) 

84 8 

84 8 

84 8 

89 6 

89 6 

89.6 

128 

128 

128 

. # 
. . 

Layer 2 Swltchlng . .  . . . . . . .. . ... ..L .. ....- :. - .*.... -,-. ~ L ! A ;  .>i..".C> .:&1,,.:.2. *&a ., ... : - .. A'2A..:-&,:,:. ,"...<.. . : e..," . 

Spanning Tree Protocol ' Standard 802.ld spannlng tree support 

Fast convergence using 8 0 2 . 1 ~  (Rapid Spanning Tree [RSTP]), enabled by default 

Multiple spanning tree instances using 802.1s (MSTP); 16 instances are supported 

Port groupingllink Support for IEEE 802.3ad Link Aggregation Control Protocol (LACP) 
aggregation Up to 32 groups 

Up to 8 ports per group with 16 candidate ports for each (dynamic) 802.3ad LAG 

VLAN Support for up to 4094 active VLANs simultaneously; port-based and 802.1Q tag-based VLANs. MAC-based 
VLAN 

Management VLAN 

Private VLAN wlth promiscuous. ~solated, and community port 

Guest VLAN, unauthent~cated VLAN, protocol-based VLAN, IP subnet-based VLAN. CPE VLAN 

Dynamic VLAN assignment using RADIUS server along with 8 0 2 . 1 ~  client authentication 

Voice VLAN Voice traffic is automatically assigned to a voice-specific VLAN and treated with appropriate levels of QoS. Auto 
' voice capabilities deliver networkwide zero-touch deployment of voice endpoints and call control devices. 

Multicast TV VLAN Multicast lV VLAN allows the slngle multicast VLAN to be shared in the network while subscribers remain In 
separate VLANs. Thls feature IS also known as Multicast VLAN Registration (MVR). 

Q-in-Q VLANs transparently cross over a service provider network while isolating traffic among customers 

GVRPIGARP Gener~c VLAN Registration Protocol (GVRP) and Generic Attribute Registration Protocol (GARP) enable 
automatic propagation and configuration of VLANs in a bridged domain. 

Unidirectional Link Detection UDLD monitors physical connection to detect unidirectional links caused by incorrect wiring or port faults to 
(UDLD) prevent forwarding loops and blackholing of traffic in switched networks. 

DHCP relay at Layer 2 Relay of DHCP trafflc to DHCP server ~n a different VLAN Works wlth DHCP optlon 82 
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IGMP (versions 1, 2, and 3) , Internet Group Management Protocol (IGMP) limits bandwidth-intensive multicast traffic to only the requesters; 
snooplng supports 4K multicast groups (source-specific multicasting is also supported). 

IGMP querler IGMP querier 1s used to support a Layer2 multicast doma~n of snooplng sw~tches in the absence of a mult~cast 
router 

HOL blocking Head-of-line (HOL) block~ng 

Layer 3 

IPv4 routing 

Wirespeed IPv6 statlc 
routing 

Layer 3 Interface 

ClDR 

RIP v2 

VRRP 

Policy-based routing (PER) 

DHCP server 

DHCP relay at Layer 3 

User Datagram Protocol 
(UDP) relay 

Wirespeed routlng of IPv4 packets 

Up to 7K routes and up to 256 IP Interfaces 

Up to 7K mutes and up to 256 IPv6 interfaces 

Conflguratlon of Layer 3 Interface on phys~cal port, LAG. VLAN Interface, or loopback Interface 

1 Support for classless interdomain routing 

I Support for Routing Information Protocol venlon 2 for dynamic routing 

, Virtual Router Redundancy Protocol (VRRP) delivers improved availability in a Layer 3 network by provid~ng 
I redundancy of the default gateway servicing hosts on the network VRRP versions 2 and 3 are supported Up to 
255 v~rtual routers are supported 

Flextble routlng control to d~rect packets to dtfferent next hop based on IPv4 or IPv6 ACL 

Switch functions as an IPv4 DHCP server servlng IP addresses for rnult~ple DHCP poolslscopes 

Support for DHCP options 

Relay of DHCP traffic across IP domalns 

Relay of broadcast lnformat~on across Layer 3 doma~ns for appl~catlon d~scovery or relay~ng of BOOTP/DHCP 
' packets 

Hardware stack Up to 8 un~ts in a stack Up to 400 ports managed as a single system wlth hardware fallover 

High availability Fast stack fallover delrvers rnlnlrnal traffic loss Support l ~nk  aggregation across rnultrple unlts In a stack 

Plug-and-play stacking Masterlbackup for resilient stack control 
configurationlmanagement Autonumbering 

Hot swap of units tn stack 

Rlng and chain stacklng opttons, autostacking port speed, flexible stack~ng pon options 

High-speed stack Cost-effective high-speed 10G fiber and copper interfaces. Support LAG as stacking interconnects for even 
interconnects h~gher bandwidth. 

Saeurtty 

SSH SSH is a secure replacement for Telnet traffic SCP also uses SSH SSH versions 1 and 2 are supported 

SSL Secure Sockets Layer (SSL) encrypts all HTTPS traff~c, allow~ng secure access to the browser-based 
management GUI In the sw~tch 

IEEE 802.1X (authenticator RADIUS authent~cat~on and account~ng. MD5 hash, guest VLAN unauthent~cated VLAN, s~nglelmult~ple host 
role) mode, and s~ngleimultiple sesslons 

Supports t~me-based 802 1X dynamic VLAN ass~gnment 

Web-based authentlcation Webbased authentication provides network admission control through web browser to any host devices and 
operating systems. 

STP BPDU Guard A security mechanism to protect the networks from invalid configurations. A port enabled for Brtdge Protocol 
Data Unlt (BPDU) Guard is shut down fl a BPDU message is received on that port Thts avo~ds accidental 
topology loops. 

STP Root Guard This prevents edge devices not in the network administrator's control from becoming Spanning Tree Protocsl 
root nodes. 

DHCP snooping Filters out DHCP messages with unregistered IP addresses andlor from unexpected or untrusted ~nterfaces 
This prevents rogue devices from behaving as a DHCP server. 

IP Source Guard (IPSG) When IP Source Guard 1s enabled at a port, the swttch filters out IP packets rece~ved from the port 1 the source 
IP addresses of the packets have not been stat~cally conf~gured or dynamically learned from DHCP snooplng 
This prevents IP address spoofing 

Dynamic ARP Inspection The swltch discards ARP packets from a port if there are no static or dynamic IPIMAC blndings or d there IS a 
(DAI) discrepancy between the source or destination address in the ARP packet This prevents man-in-the-m~ddls 

attacks. 
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IPlMAClPort Blndlng (IPMB) The preceding features (DHCP Snooping, IP Source Guard, and Dynamic ARP Inspection) work together to 
prevent DoS attacks in the network, thereby increasing network availabil~ty. 

Secure Core Technology Makes sure that the switch will receive and process management and protocol trafflc no matter how much traffic 
(SCT) is received 

Secure Sensltlve Data (SSD) ' A mechanism to manage sensitive data (such as passwords, keys, and so on) securely on the switch, populating 
this data to other devices, and secure autoconfig. Access to view the sensitive data as plaintext or encrypted is 

I provided according to the userconfigured access level and the access method of the user. 

Private VLAN Private VLAN provides security and isolation between switch ports, which helps ensure that users cannot snoop 
on other users' traffic, supports multiple uplinks. 

Port security Abil~ty to lock source MAC addresses to ports and limit the number of learned MAC addresses 

RADIUS/TACACS+ Supports RADIUS and TACACS authentication Switch functions as a cllent 

RADIUS accounting The RADIUS accounting functions allow data to be sent at the start and end of services, indicat~ng the amount of 
resources (such as time, packets, bytes, and so on) used during the session. 

Storm control Broadcast, mult~cast, and unknown unicast 

DoS prevention Denial-of-service (DoS) attack prevention 

Multiple user privilege levels Level 1, 7, and 15 privilege levels 
in CLI 

ACLs Support for up to 2K entries on SG55OXG models 

Support for up to 3K entr~es on all other models 

Drop or rate 11m1t based on source and dest~nat~on MAC, VLAN ID or 1P address, protocol, port, DSCPIIP 
precedence. TCPIUser Datagram Protocol (UDP) source and destlnatlon ports. 802 l p  prcor~ty Ethernet type 
lntemet Control Message Protocol (ICMP) packets, Internet Group Management Protocol (IGMP) packets TCP 
flag. ACL can be appl~ed on both Ingress and egress s~des 

T~me-based ACLs supported 

Quality of Service 

Priority levels 8 hardware queues 

Scheduling Strict pnorlty and we~ghted round-robln (WRR) 

Class o f  service Port based; 802.lp VLAN priority based; IPv4Iv6 IP precedencelToSIDSCP based; DiffServ; classification and 
remarking ACLs, trusted QoS 

Queue assignment based on differentiated services code point (DSCP) and class of service (802.lpICoS) 

Rate limiting Ingress policer; egress shaping and ingress rate control: per VLAN, per port, and flow base, 2R3C pollc~ng 

Congestion avoidance A TCP congestion avotdance algorithm is requlred to minimize and prevent global TCP loss synchronlzatlon 

Standards IEEE 802.3 10BASE-T Ethernet, IEEE 8 0 2 . 3 ~  10OBASE-TX Fast Ethernet, IEEE 802.3ab 1000BASE-T G~gabit 
Ethernet, IEEE 802.3ad Link Aggregation Control Protocol, IEEE 8 0 2 . 3 ~  Gigabit Ethernet. IEEE 802 3ae 10 
GbiUs Ethernet over fiber for LAN, IEEE 802.3an 10GBase-T 10 GbiUs Ethernet over copper twisted palr cable. 
IEEE 8 0 2 . 3 ~  Flow Control, IEEE 802 l D  (STP. GARP, and GVRP), IEEE 802.lQlpVLAN. IEEE 8 0 2 . 1 ~  Rap~d 
STP, IEEE 802.1s Multiple STP, IEEE 802.1X Port Access Authentication, IEEE 802.3a1, IEEE 802.3at, IEEE 
802.1AB Link Layer Discovery Protocol. IEEE 802.3az Energy Efficient Ethernet, RFC 768, RFC 783, RFC 791. 
RFC 792, RFC 793. RFC 813, RFC 826, RFC 879, RFC 896, RFC 854, RFC 855, RFC 856, RFC 858, RFC 
894, RFC 919, RFC 920, RFC 922, RFC 950, RFC 951, RFC 1042, RFC 1071, RFC 1123, RFC 1141, RFC 
1155, RFC 1157, RFC 1213, RFC 1215, RFC 1286, RFC 1350, RFC 1442, RFC 1451, RFC 1493, RFC 1533, 
RFC 1541, RFC 1542, RFC 1573, RFC 1624, RFC 1643, RFC 1700, RFC 1757. RFC 1867, RFC 1907, RFC 
2011, RFC 2012, RFC 2013, RFC 2030, RFC 2131, RFC 2132, RFC 2233, RFC 2576, RFC 2616, RFC 2618, 
RFC 2665, RFC 2666, RFC 2674, RFC 2737, RFC 2819, RFC 2863, RFC 3164, RFC 3176, RFC 341 1. RFC 

lPv6 

IPv6 IPv6 host mode IPv6 over Ethernet dual IPv61IPv4 stack 

IPv6 Ne~ghbor and Router Discovery (ND). IPv6 Stateless Address Autoconfiguration, path MTU Discovery 

Dupl~cate Address Detect~on (DAD) ICMPv6 

IPv6 over IPv4 network with ISATAP tunnel support 

USGv6 and IPv6 Gold Logo certified 

Prioritize IPv6 packets in hardware 

Drop or rate limit IPv6 packets In hardware 

IPv6 QoS 

IPv6 ACL 
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IPv6 Flmt Hop Security RA guard 

ND inspection 

DHCP6 guard 

Neighbor binding table (snooping and static entries) 

Neighbor binding integrity check 

Multicast Listener Discovery Del~ver I P 6  multicast packets only to the requ~red receivers 

(MLD v112) snooping 

IPv6 applications WebISSL, Telnet ServerISSH, Plng, Tracemute, SNTP, TFTP, SNMP, RADIUS, Syslog. DNS cl~ent, DHCP 
Client. DHCP Autoconfig. IPv6 DHCP Relay, TACACS 

IPv6 RFC supported RFC 4443 (which obsoletes RFC 2463): I C M P ~  

RFC 4291 (which obsoletes RFC 3513): IPv6 address architecture 

RFC 4291: IP Version 6 Addressing Architecture 

RFC 2460: I P 6  Specification 

RFC 4861 (which obsoletes RFC 2461): Neighbor Discovery for I P 6  

RFC 4862 (which obsoletes RFC 2462): I P 6  Stateless Address Autoconfiguration 

RFC 1981. Path MTU Discovery 

RFC 4007 I P 6  Scoped Address Architecture 

RFC 3484: Default address selection mechanism 

RFC 5214 (which obsoletes RFC 4214): ISATAP tunnel~ng 

RFC 4293. MIB IPv6: Textual Conventions and General Group 

. . 

Management . 
Web user Interface Built-~n switch configuration util~ty for easy browser-based device conf~gurat~on (HTTPIHTTPS) 

Supports s~mple and advanced mode, configuration, w~zards, customlzable dashboard, system maintenance 
monitor~ng online help, and universal search 

SNMP SNMP versions 1, 2c, and 3 wlth support for traps, and SNMP v3 User-based Secur~ty Model (USM) 

Standard MlBs IldpMlB rfc2668-MIB 

SNMPv2-SMI 

SNMPv2-TM 

RMON-MIB 

rfcl724-MI6 

dcbrakDCBX-MIB-1108-MIB 

rfc1213-MIB 
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Private MlBs 

RMON 

CISCOSB-IldpMIB 

CISCOSB-brgmultlcast-MIB 

CISCOSB-br~dgem~bobjects-MIB 

CISCOSB-bonjour-MIB 

CISCOSB-dhcpcl-MIB 

CISCOSB-MIB 

CISCOSB-wrandomtalldrop-MIB 

CISCOSB-traceroute-MIB 

CISCOSB-telnet-MIB 

CISCOSB-stormctrl-MIB 

CISCOSBssh-MIB 

CISCOSB-socket-MIB 

CISCOSB-sntp-MIB 

CISCOSB-smon-MIB 

CISCOSB-phy-MIB 

CISCOSB-mult~sess~onterm~nal-MIB 

CISCOSB-mn-MIB 

CISCOSB-jumboframes-MIB 

CISCOSBgvrp-MIB 

CISCOSB-endofm~b-MIB 

CISCOSB-dotlx-MIB 

CISCOSBdev~ceparams-MIB 

CISCOSB-ell-MIB 

CISCOSB-cdb-MIB 

CISCOSB-brgmacsw~tch-MIB 

CISCOSB-3sw2swtables-MI B 

CISCOSB-smartPorts-MIB 

CISCOSB-tbl-MIB 

CISCOSB-macbasepr~o-MIB 

CISCOSB-env-mlb-MIB 

CISCOSB-pollcy-MIB 

CISCOSB-sensor-MIB 

CISCOSB-aaa-MIB 

CISCOSB-appllcatlon-MIB 

CISCOSB-br~dgesecunty-MIB 

CISCOSB-COPY-MIB 

CISCOSB-CpuCounters-MIB 

CISCOSB-Custom1 BonjourServlce-MIB 

CISCOSB-dhcp-MIB 

CISCOSBdIf-MIB 

CISCOSB-dnscl-MIB 

CISCOSBembweb-MIB 

CISCOSB-fft-MIB 

CISCOSB-~II~-MIB CISCOSB-greeneth-MIB 

CISCOSB-~nterfaces-MIB 

CISCOSB-interfaces-recovery-MI8 
CISCOSB-lp-MIB 

CISCOSB-~prouter-MIB 

CISCOSB-1p6-MI6 

CISCOSB-mnglnf-MI6 

CISCOSB-lcll-MIB 

CISCOSB-~prouter-MIB 

CISCOSB-1p6-MIB 

CISCOSB-mnglnf-MIB 

CISCOSB-lcll-MIB 

CISCOSB-local~zat~on-MIB 

CISCOSB-mcmngr-MIB 

CISCOSB-localnat~on-MIB 

CISCOSB-mcmngr-MIB 

CISCOSB-mng-MIB 

CISCOSB-physdescr~pt~on-MIB 

CISCOSB-PoE-MIB 

CISCOSB-protectedport-MIB 

CISCOSB-rmon-MIB 

CISCOSB-rs232-MI B 

CISCOSB-Secur~tySu~teMIB 

CISCOSB-snmp-MIB 

CISCOSB-spec~albpdu-MIB 

CISCOSB-banner-MIB 

CISCOSB-syslog-MIB 

CISCOSB-TcpSess~on-MIB 

CISCOSB-traps-MIB 

CISCOSB-trunk-MIB 

CISCOSB-tun~ng-MIB 

CISCOSB-tunnel-MIB 

CISCOSB-udp-MIB 

CISCOSB-vlan-MIB 

CISCOSB-lpstdacl-MIB 

CISCOSB-eee-MIB 

CISCOSB-ssl-MIB 

CISCOSB-dlgltalkeymanage-MIB 

CISCOSB-qoscl~m~b-MIB 

CISCOSB-vrrpMIB 

CISCOSB-tbpMIB 

CISCOSB-stack-MIB 

CISCOSMB-MIB 

CISCOSB-secsd-MIB 

CISCOSB-draft-lev-entm~bsensor-MIB 

CISCOSB-draft-lev-syslog-dev~ceMIB 

CISCOSB-rfc2925-MIB 

CISCOSB-vrrpv3-MIB 

CISCO-SMI-MIB 

CISCOSB-DebugCapab~l~bes-MIB 

CISCOSB-CDP-MIB 

CISCOSB-vlanvolce-MIB 

I CISCOSB-EVENTS-MIB 

CISCOSB-sysmng-MIB 

CISCOSB-set-MIB 
CISCO-TC-MIB 

CISCO-VTP-MIB 

CISCO-CDP-MI6 

Embedded RMON software agent supports 4 RMON groups (h~story, stat~stlcs, alarms, and events) for 
enhanced trafflc management, monitoring, and analysis 

IPv4 and IPv6 dual stack Coexistence of both protocol stacks to ease migrat~on 
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Firmware upgrade 

Port  mirrorlng 

VLAN mirroring 

Web browser upgrade (HTTPIHTTPS) and TFTP and SCP 

Upgrade can be initiated through console porf as well 

Dual Images for resll~ent f~rinware upgrades 

Tramc on a port or LAG can be mirrored to another port for analysis with a network analyzer or RMON probe Up 
to 8 source ports can be mirrored to one destination port. 

Traffic from a VLAN can be mirrored to a port for analysis with a network analyzer or RMON probe Up to 8 
source VLANs can be mirrored to one destination port. 

Flow-based redirection and Redrrect or mirror traffic to a destination port or mirroring session based on flow 
mirroring 

Remote Switch Port  Analyzer Traffic can be mlrrored across Layer 2 domain to a remote port on a different switch for easler troubleshoottng 
(RSPAN) 

8Flow agent Swltch can export sFlow sample to external collectors sFlow prov~des vis~bll~ty into network traff~c down to flow 
level 

DHCP (options 12,66, 67, 82, DHCP options facilitate tighter control from a central point (DHCP server), to obtain IP address. 
129, and 150) autoconfiguration (with configuration file download). DHCP Relay, and host name 

Autoconfiguration with Enables secure mass deployment wlth protection of sensltlve data 
Secure Copy (SCP) flle 
download 

Text-editable configs 

Smartports 

Auto Smartporte 

Secure Copy (SCP) 

Textview CLI 

Config files can be edited with a text editor and downloaded to another switch, faciiitat~ng easter mass 
deployment. 

Simplified configuration of QoS and security capabilities 

Automat~cally applies the lntelllgence delivered through the Smartports roles to the port based on the devices 
drscovered over Ctsco D~scovery Protocol or LLDP-MED This facllltates zero-touch deployments 

Securely transfer files to and from the switch 

Scriptable CLI. A full CLi as well as a menu CLI are supported 

Cloud sewlces Support for Cisco Act~ve Adwsor 

Localization Locallzaton of GUI and documentation into mult~ple languages 

Login banner ' Configurable mult~ple banners for web as well as CLI 

Time-based port operation Link up or down based on user-defined schedule (when the port is adminlstratlvely up) 

Other management ; port mirroring; TFTP upgrade; DHCP client: 
cable diagnostics; Ping; syslog; Telnet client; SSH 

Green 

Energy detect 

Cable length detection 

EEE compliant (802.3az) 

Dirable por t  LED8 

Automatically turns power off on RJ-45 portwhen detecting link down. Active mode is resumed without loss of 
any packets when the switch detects the link is up. 

Adjusts the signal strength based on the cable length. Reduces the power consumption for shorter cables. 

Supports IEEE 8023az on all 10 G~gabit copper ports. 

LEDs can be manually turned off to save on energy. 
. " , . - . - .  - .  . . .  . ...... . - 7 C ' ! ' . d - * , .  :l;l.,.-l-"i-'. ...; .;-. .;.,< ..- . ..'ii.-; ' ,. ., ' ' 'i' . . General - .  .?. ,.;+-., .+,. .  . . . 

. , .  . . 
Jumbo frames Frame sizes up to 9K bytes The default MTU IS 2K 

MAC table 64K addresses on SG55DXG models. 

16K addresses on all other model 

DIBCOVW~ 

Bonjour 

LLDP (802.lab) w k h  LLDP- Link Layer Discovery Protocol (LLDP) allows the switch to advertise its identification, configuration, and 
MED extenslons capabilities to neighboring devices that store the data in a MIB. LLDP-MED is an enhancement to LLDP that 

adds the extensions needed for IP phones. 

Cisco Discovery Protocol The switch advert~ses Itself using the Cisco D~scovety Protocol It also learns the connected device and ~ t s  
character~st~cs uslng Clsco Discovery Protocol 
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es support 802 3at PoE+, 802 3af PoE, and Clsco prestandard (legacy) PoE on any of the 
RJ45 network ports 60W PoE IS also supported on selected RJ-45 network ports 

Maximum power of 60W is delivered to any of the 60W PoE ports, and maxlmum power of 30W IS delivered to 
any of the other RJ45 network ports, untll the PoE budget for the swltch is reached 

The total power available for PoE per swltch is as follows 

Model Power Dedicated to PoE Number of Ports That Support PoE 

SF55OX-24P 195W 24 (8 support 60W PoE) 

SF550X-24MP 382W 24 (8 support 60W PoE) 

48 (16 support 60W PoE) 

48 (16 support 60W PoE) 

SG550X-24P 195W 24 (8 support 60W PoE) 

24 (8 support 60W PoE) 

24 (8 support 60W PoE) 

SGSSOX-48P 382W 48 (16 support 60W PoE) 

48 (16 support 60W PoE) 

System Power Power 
Consumption Consumption 

(with PoE) 

11 OV=20 OW NIA 

220V=20 8W 

11 OV=39 3W 11 OV=242 1 W 

220V=39 9W 220V=239 2W 

11 OV=41 2W 11 OV=452 OW 

220V=42 OW 220V=440 9W 

11 OV.35 9W NIA 

220V=37 6W 

11 OW50 7W 11 OV=461 8W 

220V=51 3W 220V=448 9W 

110V=547W 110V=842 1W 

220V=54 4W 220V=820 7W 

11 OV=33 5W NIA 

220V=33 5W 

110V=494W 110V=2692W 

220V=50 1W 220V=260 1W 

11 OV=53 8W 11 OV=471 2W 

220V=54 8W 220V=460 4W 

11 OV.62 3W 11 OV=870 1 W 

220V=62 2W 220V=860 2W 

11 OV=52 OW 

220V=51 8 

1 1 OV=76 3 

220V=76 9W 

11 OV=82 9W ' 11 OV=893 1 W 

220V=82 9W 220V=878 OW 
I 

110V=84 3W NIA 

220V.84 6W 

Power consumption (worst Model Name 
case) 

Green Power (mode) Heat Dissipation 
(BTUlhr) 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
t Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 

EEE. Energy Detect. Short 
Reach 

EEE. Energy Detect, Short 
Reach 

EEE, Energy Detect, Short 
Reach 
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Ports 

Console port 

0 0 B  management port  

RPS 

USB slot 

Bunons 

Cabling type 

LED8 

I 

SG550XG-24F EEE. Energy Detect. Short 110V=76 6W NIA 264 44 
Reach 220V=77 5W 

SG550XG-24T EEE, Energy Detect. Short l iOV=143 9W NIA 491 01 
Reach 220V=142 9W 

SG550XG48T EEE. Energy Detect, Short 110V=264 4W NIA 902 17 
Reach 220V=255.8W 

Model Name Total System Ports Network Ports Uplink Ports 

24 FE + 4 lOGE 

24 FE + 4 10GE 

24 FE + 4 10GE 

48 FE + 4 lOGE 

48 FE + 4 lOGE 

48 FE + 4 lOGE 

24 GE + 4 lOGE 

24 GE + 4 lOGE 

24 GE + 4 lOGE 24 GE 

48 GE + 4 lOGE 48 GE 

8 10G copper + 8 1OG SFP+ 8 10GE 
plus 1 GE OOB management 

22 10G SFP+ slots + 2 22 lOGE SFP+ 
combo 10G copperlSFP+ 
plus 1 GE 0 0 B  management 

22 10G copper + 2 combo 22 10GE 
10G copperlSFP+ plus 1 GE 
0 0 B  management 

2 SFP+ 10GE copperlSFP+ combo + 2 

2 IOGE copperlSFP+ combo + 2 
SFP+ 

2 10GE copperlSFP+ combo + 2 
SFP+ 

2 lOGE copper/SFP+ combo + 2 
SFP+ 

2 IOGE copper/SFP+ combo + 2 
SFP+ 

2 IOGE copperlSFP+ combo + 2 
SFP+ 

2 lOGE copperlSFP+ combo + 2 
SFP+ 

copperlSFP+ combo 

2 IOGE copperlSFP+ combo + 2 
SFP+ 

2 IOGE copperlSFP+ combo + 2 
SFP+ 

2 10GE copperlSFP+ combo + 2 
SFP+ 

2 lOGE copperlSFP+ combo + 2 
SFP+ 

2 lOGE copperlSFP+ combo + 2 
SFP+ 

8 lOGE SFP+ (dedicated) 

2 IOGE coppedSFP+ combo 

2 lOGE copperlSFP+ combo 

SG550XG48T 46 1OG copper + 2 combo 46 10GE 2 10GE copperlSFP+ combo 
1OG copperlSFP+ plus 1 GE 
0 0 B  management 

CISCO Standard RJ45 console port 

Ded~cated Glgablt management port for out-of-band management on SG55OXG models 

RPS connector 

USB Type-A slot on the front panel of the swltch for easy f~ le  and Image management 

Reset button 

Unshlelded twisted palr (UTP) Category 5 or better, flber optlons (SMF and MMF) coaxlal SFP+ 

System, master, fan. RPS, stack ID, Ilnkfspeed per port 
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Flash 

CPU 

CPU memory 

Packet buffer 

256 MB 

800 MHz (dual-core) ARM 

512 MB 

All numbers are aggregate across ail ports because the buffers are dynamically shared 

Model Name Packet Buffer 

SF55OX-24 1 5 MB 

SF55OX-24P 1 5 M B  

Supported SFP/SFP+ 
modules 

SKU Media Speed Maximum Distance 

10 krn 

500 m 

40 km 

10 km 

100 rn 

1 m 

3 rn 

5 m 

26 m - 400 rn 

10 km 

26 m - 400 m 

MGBBXl Single-mode f~ber 1000 Mbps 

MGBSXl Muit~mode f~ber 

MGBLHl S~ngle-mode fiber 

1000 Mbps 

1000 Mbps 

MGBLXl Single-mode fiber 1000 Mbps 

MGBTI UTP cat 5e 

SFP-HlOGB-CUlM Copper coax 

1000 Mbps 

10 Gig 

SFP-HlOGB-CU3M Copper coax 10 Gig 

SFP-HIOGB-CU5M Copper coax 10 Gig 

SFP-1OG-SR Multimode fiber 10 Gig 

SFP-1OG-LR Single-mode fiber 10 Gig 

10 Gig SFP-1OG-SR-S Multimode f~ber 

SFP-1OG-LR-S Single-mode fiber 10 Gig 10 krn 

Unit dimensions (W x H x D) Model Name Unit Dimensions 
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Unit weight 

SG550X-24P 4 4 0 x 4 4 x 3 5 0 m m ( 1 7 3 x 1 7 x 1 3 7 8 1 n )  

SG550X-24MP 440 x 44 x 350 mm (17 3 x 1 7 x 13 78 ~ n )  

SG550X-24MPP 440 x 44 x 450 mm (17 3 x 1 7 x 17 72 ~ n )  

SG550X-48 4 4 0 x 4 4 x 2 5 7 m m ( 1 7 3 ~ 1 7 x l O 1 2 1 n )  

SG550X-48P 440 x 44 x 350 mm (17 3 x 1 7 x 13 78 ~ n )  

SG550X-48MP 

SG550XG-8F8T 

SG550XG-24F 

SG550XG-24T 

SG550XG-48T 

Model Name 

SF55OX-24 

8 SF55OX-24P 

, SF550X-24MP 

( SF55OX48 

, SF55OX48P 

2 SF550X48MP 

4 4 0 ~ 4 4 ~ 4 5 0 m m ( 1 7 3 x l  7 x  1772117) 

440 x 44 x 350 mm (17 3 x 1 7 x 13 78 In) 

440 x 4 4  x 350 mrn (17 3 x 1 7 x 13 78 ~ n )  

440 x 44 x 450 mm (17 3 x 1 7 x 17 72 In) 

4 4 0 x 4 4 x 4 5 0 m m ( 1 7 3 x 1  7 x l 7 7 2 1 n )  

Uni t  Weight 

3 0 9  kg(681 Ib) 

4 14 kg (9  13Ib) 

, 4 74 kg (10 45 Ib) 

3 54 kg (7 80 Ib) 

5 09 kg (1 1 22 Ib) 

5 I 6  kg (11 38 Ib) 

3 2 7  k g ( 7 2 1  ib) 

4 72 kg (1041 ib) 

5 33 kg (11 75 Ib) 

6 19 kg (1365 Ib) 

3 73 kg (8 22 Ib) 

5.82 kg (12.83 Ib) 

6.69 kg (14.75 Ib) 

4.16 kg (9.17 Ib) 

' 6 38 kg (14.07 Ib) 

Power 100 - 240V 47 - 63 Hz. ~nternal, universal 

Certification UL (UL 60950), CSA (CSA 22.2), CE mark. FCC Part 15 (CFR 47) Class A 

Operating temperature 32" to 122°F (0" to 50°C) 

Storage temperature , -4" to 158°F (-20" to 70°C) 

Operating humidity 10% to 90%. relative, noncondens~ng 

Storage humidity 10% to 90% relative, noncondensing 

Acoustic noise and mean Model Name Fan (Number) Acoustic Noise MTBF at 50°C (Hours) 
time between failures (MTBF) 

SF55OX-24 1 + 1 (redundant) 0°C - 30°C 35 2dB 581.004 

SF55OX-24P 2 + 1 (redundant) 0°C - 25°C: 36.3dB 573.356 

50°C: 41.668 

SF55OX-24MP 3 + 1 (redundant) O'C - 30'C 37 9dB 575,569 

50°C- 41 2dB 

SF55OX-48 1 + 1 (redundant) 0°C - 25°C. 35.768 504.328 

50°C 408dB 
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Warranty 

SF55OX48P 3 + 1 (redundant) 0°C - 25'C 37 2dB 495,885 

50°C 43 8dB 

SF550X48MP 4 + 1 (redundant) O'C - 25°C: 42.548 472.180 

50'C. 46.5dB 

SG550X-24 1 + 1 (redundant) 0°C - 30°C: 34.248 375,790 

50°C: 49.3dB 

SG550X-24P 3 + 1 (redundant) O'C - 25°C 41 0dB 299,949 

50°C 52 9dB 

SG550X-24MP 3 + 1 (redundant) 0°C - 30°C. 43 9dB 178,798 

50'C: 52.3dB 

SG550X-24MPP 4 + 1 (redundant) 0°C - 30'C: 43.148 170.213 

50°C: 53.2dB 

1 + 1 (redundant) 0°C - 30°C 35.0dB 240,097 

50°C: 51 7dB 

3 + I (redundant) 0°C - 25°C: 43 6dB 159 129 

50°C 52.ldB 

SG550X-48MP 4 + 1 (redundant) 0°C - 30°C: 43. ldB 163,264 

50°C. 53.2dB 

SG550XG-8F8T 3 + 1 (redundant) 0°C - 30°C. 39 2dB 434,724 

50%: 49.6dB 

SG550XG-24F 4 + 1 (redundant) 0°C - 30°C- 40.0dB 642,449 

50°C' 49. ldB 

SG550XG-24T 4 + 1 (redundant) O'C - 30%: 40 1dB 217,465 

50°C. 50.5dB 

SG550XG48T 4 + I (redundant) 0°C - 25°C: 44.548 111.323 

50'C: 58.9dB 

Limited lifetime with next-businessday advance replacement (where available, otherwise same day ship) 

Cisco 550X Series Stackable Managed Switch 

Power cord 

Mounting kit included w ~ t h  all models 

Ser~al cable 

CD-ROM with user documentation (PDF) ~ncluded 

Qu~ck Start Gulde 

Mlnlrnum Roqulrernento 

Web browser: Mozilla F~refox version 34 or later. Microsoft Internet Explorer verslon 9 or later. Chrome version 40 or later, Safari verslon 5 or 
later 

Category 5 Ethernet network cable for 101100 speeds at up to 10Om; Category 5e Ethernet network cable for Gigabit speeds at up to 100m: 
Category 6a Ethernet network cable for 10 G I ~  speeds at up to 100m. 

TCPIIP, network adapter, and network operating system (such as M~crosoft W~ndows, Linux, or Mac OS X) installed 
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Ordering lnformation 

Table 2 provldes orderlng ~nformation 

Table 2. Order~ng Information 

24 x 1011 00 ports 

4 x 10 Gigabit Ethernet (2 x 10GBase-T/SFP+ combo + 2 x SFP+I 

, 24 x I O l l O O  PoE+ ports with 195W power budget 
1 4 x  10 Gigabit Ethernet (2 x 10GBase-T/SFP+ combo + 2 x SFP+) 

24 x 10/100 PoE+ ports with 382W power budget 

4 x  10 Gigabit Ethernet (2 x IOGBase-T/SFP+ combo + 2 x SFP+) 

48 x 101100 ports 

4 x  10 Gigabit Ethernet (2 x IOGBase-T/SFP+ combo + 2 x SFP+) 

48 x 10/100 Po€+ ports with 382W power budget 

4 x 10 Gigabit Ethernet (2 x IOGBase-T/SFP+ combo + 2 x SFP+) 

48 x IOlIOO PoE+ ports w~th 740W power budget 

4 x 10 G~gabrt Ethernet (2 x IOGBase-T/SFP+ combo + 2 x SFP+) 

24 x 10HOOH000 ports 

4 x 10 Gigabit Ethernet (2 x 10GBase-TISFP+ combo + 2 x SFP+) 

24 x 10H0011000 PoE+ ports with 195W power budget 

4 x 10 Gigabit Ethernet (2 x IOGBase-T/SFP+ combo + 2 x SFP+) 

24 x 10110011000 PoE+ ports with 382W power budget 

4 x 10 Gigabit Ethernet (2 x 10GBase-TlSFP+ combo + 2 x SFP+) 

24 x 10110011000 Po€+ ports w~th 740W power budget 

4 x 10 Gigabit Ethernet (2 x lOGBase-TISFP+ combo + 2 x SFP+) 

48 x 10110011000 ports 

4 x 10 Gigabit Ethernet (2 x 10GBase-TISFPt combo + 2 x SFP+) 

48 x 10H0011000 PoE+ ports w~th 382W power budget 

4 x 10 Gigabit Ethernet (2 x 1OGBase-TISFP+ combo + 2 x SFP+) 

48 x 10110011000 PoE+ ports with 740W power budget 

4 x 10 Glgabit Ethernet (2 x IOGBase-TISFP+ comDo + 2 x SFP+) 

) 8x  10 Gigabit Ethernet 10GBase-T copper port 

: 8 x  10 Gigabit Ethernet SFP+ (dedicated) 
: I x Gigabit Ethernet management port 

24x 10 G~gabit Ethernet SFP+ 

2 x  10 Gigabit Ethernet IOGbase-T copper port (combo wlth 2 SFP+) 

1 x G~gab~t Ethernet management port 

24 x 10 Glgab~t Ethernet 1 OGBase-T copper port 

2x 10 Gigabit Ethernet SFP+ (combo with 2 copper ports) 

1 x Gigabit Ethernet management port 

48 x 10 Gigabit Ethernet 10GBase-T copper port 

2 x  10 Gigabit Ethernet SFP+ (combo with 2 copper ports) 

1 x Gigabit Ethernet management pon 

Each combo port has one 10 Gigabit Ethernet copper port and  one 10 Gigabit Ethernet SFP+ slot, with one port active at a time 
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An Advanced Technology Backbone for Growing Businesses 
Growth is never a bad thlng. However, as you galn new customers and a higher profile, you need a business 

technology platform capable of delivering a higher level of service and reliability. With more users, more devices 

and applications, and more exposure to security threats, a switching platform designed for a smaller operation 

simply cannot meet your growing needs. It's time for a network that will support your business as you take it to the 

next level. Cisco 550X Series switches provide the advanced feature set, reliability, and investment protection your 

business needs, today and in the future. 

Cisco Capital 
Financing to Help You Achieve Your Objectives 

Cisco capitala financing can help you acquire the technology you need to achieve your objectives and stay 

competitive. We can help you reduce CapEx. Accelerate your growth. Optimize your investment dollars and ROI. 

Cisco Capital financing gives you flexibility in acquiring hardware, software, services, and complementary thlrd- 

party equipment. And there's just one predictable payment. Cisco Capital is available in more than 100 countries. 

Learn more 

For More Information 

To find out more about the Cisco 550X Series switches, visit htt~://www.cisco.com/qo/550Xswitches. 
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